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I, Tae Kim, certify that I am an officer of the company named above, and acting as an
agent of the company, that I have personal knowledge that the company has established
operating procedures that are adequate to ensure compliance with the Commission's
CPNI rules. See 47 C.F.R. § 64.2001 er seq.

Attached to this certification is an accompanying statement explaining how the
company's procedures ensure that the company is in compliance with the requirements
set forth in section 64.2001 et seq. of the Commission's rules.

The company has not taken any actions (i.e., proceedings instituted or petitions filed by
a company at either state commissions, the court system, or at the Commission against
data brokers) against data brokers in the past year.

The company has not received any customer complaints in the past year concerning the
unauthorized release of CPNI.

The company represents and warrants that the above certification is consistent with
47.C.F.R. § 1.17 which requires truthful and accurate statements to the Commission.
The company also acknowledges that ialse statements and misrepresentations to the
Commission are punishable under Title 18 oi the U.S. Code and may subject it to
enforcement action.

•

Attachments: Accompanying Statement explaining CPNI procedures



•

Statement Regarding Operating Procedures Implementing 47 C.F.R. Part 64 Governing
Use of Customer Proprietary Network Information

1.
a. Royal Phone always au=henticates a custome~ prio= to

disclosing CPK1 Dasec on customer-initiated telephone
cOr!tacr: or onlice aCCOU:lt access. Authentication ~s based
on account informatior- such as cUsLomer's acdress,
cusLOIer's acco~~L number aqd/or ~aount 0: last bi~l. We
do not score custoIer'S personal inror~Lion such as social
security rrxmbcr.

b. Royal Phor-e has only a total of 3 employees in a single
oper. o:fice, and there is a very close supervision of
employees to ensure that employees follow all proced~res

and to ensure tr-at that CPNI is not disclosed in error.

c. Royal Phor.e is a single entity without subdiv~sion so there
is r.o passing of infomation between internal enti~~es and
we ansolu=ely do not share CPNI information with external
entities.

II .
a. Account 1D and ?asswerd is required fer online access to

CPNI by custowers which the customer set up acd only the
customer can view. Royal Phone employees cannot see the
password, but employees are able to reset passwords upon
customer request.

b. Pre~el\Lly le:;~ tha:) 50 customers access CPNT via on1.'-:1e
access to vie·... their phone bills.

III. If a customer requests CPNI over the phone, it ':'s senl only to
the customer's address of record, or by call~ng the cuscomer
at the telephone number of record and only after the custome~

auchenticates h':'s/her identity and only after the supe=visor
approves L:le lra;IS:T.itr:.al.

IV. Except for use and disclosure of CPNI thal is permitted without
cus=o~er approva~, 0= as otherwise described in section
64.2007 (b) or o~her.·lise provided in !Ject~on 222, Royal Phone
does not disclose, or permit access to its customer's CPK1 by
any exle=na: parcy or icternal departrr.ents .



V. All Royal Phone e~ployees are trained to follow these
guidelines to p~o:.ecL custo:r:er CPNI. EllIp:'oyees understanc
LhaL any viola Lion of Ltese guidelines would result in
disciplinary aclion including suspension and/or dismissal from
their position wi~h the company. We have 3 emp:oyees who have
all been wi~h the company [or more than 4 years and we have
not hired a new employee for the past 4 years.

VI. Royal Phone has ~ever been notified of any breach to customers
CP~I s~~ce the esta~lishme~t of the company ana Royal Phone ~s

currently not aware of any breach to customer CPNI. If breach
is discove=ed. Rcya: Phone has a process in place to notify
law enforcement (Cn~tes States Secret Serv~ce and the Fede=a:
Bureau of Investigation) of the breach.


